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SECTION 1 ♣ components of computer system
★What is a computer?
A computer is a machine that processes data.
For the IGCSE course we are mostly dealing with 'General Purpose Computers' which can be programmed to perform a variety of tasks, your computer at home is one of these. Embedded Computers are another type you will come across; these are often unseen and sit inside machines controlling their operation e.g. automatic washing machines. Most people don't think about washing machines etc. being controlled by a computer, but as ICT students you should be aware that many systems are computer controlled e.g.
Automatic washing machines
Automatic cookers
Air conditioning controllers
Central heating controllers
Computer-controlled greenhouses
Burglar alarms
Production line control
Robots
★ Hardware and Software
You will probably already know what these are as the meanings are not difficult...
☆Hardware
the parts of the computer system that can be touched e.g. printer
☆Software
The programs that control the hardware, you can't touch these.
★Input devices
Input devices are used to get data into the computer so that the CPU can process it to get the desired output. 

☆Main (internal) memory
The place where data and programs can be stored so that the CPU can access them
The memory in a general purpose computer can be divided into two main types
RAM (Random Access Memory)
ROM (Read Only Memory)
☆Random Access Memory
Random Access Memory is volatile this means that the contents are lost when the power is switched off. The computer uses RAM to store the programs that are running and also the data needed by the programs.
☆Read only Memory
Read Only Memory is non-volatile used to store instructions and data that must kept even after the power is switched off.
★Output Devices
Output devices are used to display processed data from the CPU. 

★Central Processing Unit
The CPU is sometimes described as the 'brain' of the computer. It's job is to accept data from input devices and use (process) the data according to the instructions given by the software. Once the data has been processed it can be sent to an output device so that the operator can use it.
★Secondary/ backing Store
Secondary storage, also called 'backing store' does not lose its contents when the power is switched off. It is used to store data and programs so that they can be accessed when the computer is switched on next. The most common type of secondary storage on a PC is the hard drive.
★Graphical user interface
A graphical user is a type of user interface which allows people to interact with electronic devices such as computers; hand-held devices such as MP3 Players, Portable Media Players or Gaming devices; household appliances and office equipment. A GUI offers graphical icons, and visual indicators, as opposed to text-based interfaces, typed command labels or text navigation to fully represent the information and actions available to a user. The actions are usually performed through direct manipulation of the graphical elements.
☆Components
A GUI uses a combination of technologies and devices to provide a platform the user can interact with, for the tasks of gathering and producing information. The most common combination in GUIs is the WIMP ("window, icon, menu, and pointing device") paradigm, especially in personal computers. This style of interaction uses a physical input device to control the position of a cursor and presents information organized in windows and represented with icons. Available commands are compiled together in menus and actioned through the pointing device. A window manager facilitates the interactions between windows, applications, and the windowing system. The windowing system handles hardware devices such as pointing devices and graphics hardware, as well as the positioning of the cursor.
☆Applications
A GUI may be designed for the rigorous requirements of a vertical market. This is known as an "application specific graphical user interface." Examples of an application specific GUI are:
☆  Touchscreen point of sale software used by waitstaff in a busy restaurant
☆  Self-service checkouts used in a retail store
☆  Automated teller machines (ATM)
☆  Airline self-ticketing and check-in
☆  Information kiosks in a public space, like a train station or a museum
☆  Monitors or control screens in an embedded industrial application which employ a real time operating system (RTOS).
★command-line interface (CLI)
A command-line interface (CLI) is a mechanism for interacting with a computer operating system or software by typing commands to perform specific tasks. This text-only interface contrasts with the use of a mouse pointer with a graphical user interface (GUI) to click on options, or menus on a text user interface (TUI) to select options. 
This method of instructing a computer to perform a given task is referred to as "entering" a command: the system waits for the user to conclude the submitting of the text command by pressing the "Enter" key. A command-line interpreter then receives, analyses, and executes the requested command. The command-line interpreter may be run in a text terminal or in a terminal emulator window. Upon completion, the command usually returns output to the user in the form of text lines on the CLI. This output may be an answer if the command was a question, or otherwise a summary of the operation.
☆usage
CLIs are often used by programmers and system administrators, in engineering and scientific environments, and by technically advanced personal computer users. CLIs are also popular among people with visual disability, since the commands and feedbacks can be displayed using Refreshable Braille displays.
SECTION 2 ♣ Input and Output devices
★Input Devices
An input device is able to accept data from the the outside world, convert it into electrical impulses and present this data to the CPU.
For each of the following input devices you need to know:
㈠ What it looks like
㈡ What it is used for
㈢ Examples of where it is used
㈣ Its advantages
㈤ Its disadvantages
	Device
	Advantages and disadvantages
	Device
	Advantages and disadvantages

	Keyboard


	★ Most people know how to use it so specialist training not required
★ Cheap
★ Easily collects dust and dirt so not suitable for dirty environments
★ Requires significant desktop space
	Touch Screen


	★ Combines output device (screen) with input device so reduced space requirements
★ Operators will require training to use it effectively
★ Less prone to malfunction due to dust and dirt.

	Numeric 
Keypad


	★ rapid operation for experienced users
★  smaller footprint so good in working environments with reduced space such as an EFTPOS terminal 
★  only allows numeric data to be entered
	Magnetic 
Stripe Reader


	★ Easy operation by untrained users

★ Can become unusable by too much dust and dirt

	Mouse


	★ May de difficult to use by people with physical disabilities
★ Requires desktop space to use
★ Picks up dust and dirt easily - ball may become stuck
★ Most people know how to use it
	Chip Reader


	★ Secure way of storing banking and personal data
★ Easy operation for untrained user
★ Less common than magnetic strip readers so may not always be available

	Touch Pad


	★ Does not require desktop space to useful in reduced space applications
★ A sealed unit so less problems with malfunction due to dust and dirt 
	PIN Pad


	★ Easy operation for untrained user
★ Small footprint on shop counters
★ Enable PIN entry without others seeing what is typed

	Trackerball


	★ Not common and needs time to become aquatinted with its operation
★ Easier to use by people with physical disabilities
	Scanner


	★ Allows rapid entry of images and text into a digital form for storage on a computer
★ Can be used with OCR to enter large amounts of text data rapidly
★ Expensive and may require extra software to be useable

	Remote
 Control


	★ Makes it easier to control device without having to be right next to it
★ Often small and portable so easily lost
	Digital
 Camera


	★ Reduced cost of processing and buying film
★ More expensive than comparable film camera
★ Easy to upload images to a computer
★ Often more compact than a comparable film camera
★ Less chance of dust and dirt entering as it does not need to be opened to change film

	Joystick


	★ Allows simulators to be more realistic e.g. flight simulators
	
	



★Output Devices

You need to know about the following output devices for the IGCSE course.

	CRT Monitor
	TFT Monitor
	Inkjet Printers
	Dot-matrix Printers
	Motors
	Buzzers

	Projector
	Laser Printers
	Plotters
	Speakers
	Lights
	Heaters


SECTION 3 ♣ Storage Devices & media
★Storage and Media

Computers RAM cannot store data and programs once it is switched off. This is why PCs have at least one type of backing store. In most Pcs the main backing store device is the hard drive. This is where all of the user’s data and the installed programs stay when the computer is powered down. Hard discs are not the only type of backing storage (also called secondary storage) the following is a list of storage devices and media that you should know about. Take care to understand the difference between the terms device and media.

㈠ Magnetic Media 
㈡ Floppy Disc
㈢ Fixed Hard Disc
㈣ Portable Hard Disc
㈤ Magnetic Tapes
㈥ Optical Media 
㈦ CD-ROM
㈧ DVD-ROM
㈨ CD-R
㈩DVD-R
ー〸CD-RW
ニ〸DVD-RW
ミ〸Solid State Media 
㈣〸 USB Drives/ Thumb Drives
㈥〸Flash Memory Cards
SECTION 4 ♣ Computer Networks 
These days it would be unusual to find a computer that was not connected in some way or another to a network. It might be an Internet connection or a small home network or perhaps a wireless network in an office.
A network is a group of at least two computers that are connected to each other for the purpose of sending and receiving data or sharing resources.

Keywords for this section
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★Types of Network

Networks can be classified by their size, network media, organization or shape. The following is a summary of the way in which networks can be described...

Size:
In order of increasing size...
local Area Network (LAN):- Limited to a building or a small group of buildings
Metropolitan Area Network (MAN):- Covers a city
Wide Area Network (WAN):- Connects computers that a geographically far away from each other

Network Media
what carries the data around the network?
☆ Wired Network
☆ Wireless Network
Organization
is their a central controlling computer or not?
☆ Peer-to-Peer
☆ Client-Server

Shape
The shape of a network is properly known as the topology and describes the arrangement of the computers on the network. The shapes we have to know about are...
☆ Bus                              ☆ Star
☆ Ring                            ☆ Hybrid

★Topology
Network topology means the arrangement of the computers in a network. There are many different possible ways in which this can be done but the most important, for us, are these...

You need to be able to recognize these topologies from pictures.

	Bus Topology

[image: image1.png]




	All of the computers are linked to a single central cable.
★ All data passes through one central cable
★ this means that the network has a single point of failure
★ Not fault tolerant, if the central cable breaks the entire network fails
★ Cheap and simple to set-up


	Ring Topology
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	Each networked computer is connected to two others in a closed ring. Sometimes two rings are used to increase the fault tolerance
★ Ring topologies are more expensive than bus
★ Hardware to control data transmission is more expensive
★ the actual ring shape is often not immediately obvious
★ The ring can be within a central box with each computer connected the same as in a star topology
Token Passing:
The way in which these networks transmit data is different from other topologies. A single piece of data called a token is passed to each computer in turn. Only when a computer has the token can it transmit data to other computers in the network



	Star Topology
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	This is a very common topology.
★ Each computer is connected to a single central hub
★ When a computer sends data the hub transmits it to all of the computers on the network
★ A break in a cable only affects the computer it connects to all others remain unaffected
★ More fault tolerant
★ High cabling costs compared to bus topology



	Hybrid Topology
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	★ A hybrid topology just means a mixture of some of the other topologies
★ As an example this is a possible hybrid bus-star topology

There are obviously many possible examples of a hybrid topology.
If you can recognize the three above then identifying a hybrid topology shouldn't be difficult.




Network Hardware

Building a network usually requires more than just the computers and the network media. Depending upon the complexity of the network the hardware needed may include one or more 

Hubs
Hubs are the simplest type of network hardware. Essentially they are small boxes with ports on the front. Network Cables are plugged into the ports and this enables multiple computers to send data to one another e.g. in a star topology.

Switches
A switch is a more advanced form of a hub. The key difference is that it is able to be more selective about which data is passed to a particular part of the network.

Routers
Routing is the process of send data via the best route to its intended destination. A router is a piece of hardware that performs this function.

Proxy Servers
Often companies or schools want to control what a user can and can view on the Internet. A proxy server uses rules to prevent unauthorized Internet traffic.


Modem
A computer that send data over an old-fashioned telephone line to another computer needs a modem to change the data into a form that the telephone line can carry. At the receiving end another modem translates the data back into a form the receiving computer can understand.

Bridges
A large network can get very busy one way to avoid slowness is to split the network into segments. A bridge allows a large network to be segmented and stops unnecessary traffic being passed around the network.

Network Security

The massive increase in networked devices means that people increasingly send private data across networks that they would not wish others to be able to see.
Measures taken to keep network traffic private include
Authentication
Encryption

Security on a network can involve more than just passwords. The following are the key features of network security that you should be aware of...

Authentication
Authentication is the process of confirming the identification of a user/computer. This can be done in many ways.
Authentication often consists of a publicly known username and either
 
☆ a password
☆ biometric security

Username & Password
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The purpose of a username is to identify a person to the network.
A password is then required to confirm that the person is the real owner of the username.
Usernames are may be known to other people but passwords should not be.

Biometric Security

Passwords can be discovered by unauthorized people. Biometric security involves using some measurable physical feature of a person to confirm their identity. The person must first register which involves actually recording the physical data. This is then stored and each time the user logs on the measured data is compared with the stored data to check for a match.
Examples include:
☆ Fingerprint recognition
☆I ris scanning
☆ Retinal scanning

Encryption
Encryption means converting meaningful data into a form that cannot be understood by an unauthorized person
The process usually involves one or more keys to encrypt and decrypt the data
Encryption is usually performed before private data is transmitted over a network. The unencrypted data, which is known as cleartext, is encrypted to form the unreadable cipher text. At the receiving end if the user has the required key the cipher text is decrypted into cleartext again.

Firewalls

A firewall blocks certain types of network traffic. Works in both directions, preventing unauthorized traffic from being sent out onto the network or from being sent to the computer from the network.

Physical security

Lots of money is spent on layers and layers of network security. However none of it is any good if you leave the door to the server room open and have no security on the front door.
Advantages of Network
-Points Programs can be shared - software packages can be installed onto the file server and accessed by all individual workstations at the same time. This reduces cost, maintenance and makes upgrades easier.
-You can access your work from any workstation on the network. Very handy if you have to change computer every time you go to a different classroom.
- Data can be shared by all users at the same time. Many people can access or update the information held on a database at the same time. Thus information is up to date and accurate.
- Users can communicate with others on the network by sending messages and sharing files.
- Individual workstations do not need a printer; one high quality printer can now be shared by everyone, thus cutting costs.
- Networks provide security. A user must have the correct Password and User ID in order to be able to access the information on the network.
- Private areas on the network can be set up that allows each user to store their personal files. The only other person who can access these files is the 'system administrator' who looks after the network

DIS-Advantages of Network

-Networks can be expensive to set up. They often involve taking up floors and ceilings to lay hundreds of meters of cables.
- The File Server needs to be a powerful computer, which often means that it is expensive.
- Networks are vulnerable to security problems. Hackers, disgruntled employees or even competitors might try to break into the system to read or damage crucial information. Much effort is spent preventing unauthorized access to data and software. 
-If the main File Server breaks down, then the whole system becomes useless and no-one can carry on working.  Because networks are often complicated, they need expensive expert staff to look after them.
-As the number of users increase on the network, the performance of the system can be affected and things start to slow down.

SECTION 6 ♣ Effect of using IT

Main Points:
The main points in this large theory topic are...

☆ Software Copyright
☆ hacking
☆ Viruses
☆ Employment Patterns
☆ IT in the home
☆ Information from the Internet
☆ Health and Safety
★ Software Copyright

When a person creates an original piece of work they are given certain rights that are meant to protect their work from other people claiming it as their own.
In the United Kingdom the law that defines copyright is known as The Copyright Designs and Patents Act 1988
Upon purchase of a piece of commercial software the rights of the creator are stated in the license agreement that must be agreed to before the software can be installed. This agreement also tells the purchaser what can and can't be done with the software.

★ Hacking
Hacking means attempting to gain unauthorized access to a computer system. 

★ Viruses
A computer virus is a computer program that can copy itself and infect a computer without permission or knowledge of the user.
Not all viruses are meant to cause damage to infected systems although some are, generally they are just designed to replicate themselves and in some way call attention to themselves at some time in some way or another.

The standard type of question that comes up about viruses is how to prevent them infecting a computer. The following are the key points to consider...
☆  Install anti-virus software
☆  Keep the anti-virus definitions up-to-date
☆  Avoid opening email attachments from unknown sources
☆  Definitely avoid opening executable attachment e.g. files ending in .exe or .scr, files that can contain macros e.g. .mdb and etc. (it's a long list!). 

★ Employment Patterns

These sections can be split into two main themes
☆ Reduced employment due to use of ICT systems doing jobs people used to do
☆ Increased employment due to new jobs being created to create and maintain ICT systems

★ IT in the home

The tasks people used to spend hours performing such as washing cloths or heating the building are now performed by a variety of computer controlled devices. This has led to increased leisure time. However the increased leisure time has not led to an increased amount of social interaction or the need to go outdoors.

★ Information from the Internet

Reliability
The Internet has led to easily available information on almost any subject from sources like Wikipedia or Google. However because anyone can place information on the WWW it has become more important to consider the reliability of the information. With traditional paper based encyclopedias the authors work would be checked by other people before publication but this doesn't always happen with Internet based information sources.

Undesirable Information
one of the hottest topics about Internet based information is censorship. Censorship means to remove material that is considered unacceptable so that others cannot see it. The problem is that different people have different ideas about what should be censored. Schools often censor the information that students can get from the Internet and this can be done using a proxy server. Software is also available for parents to prevent their children from browsing undesirable web sites and to monitor the sites that they do visit.

Security
Many people send personal information to others via email or perform banking over the Internet. The problem is that if a criminal knows how, this information being sent can be read and used for anti-social purposes. Banks, in particular, spend lots of money on securing their Internet based business. You should look for the following features on a web page to check it is secure before sending financial information over the Internet...

The web page address should begin https
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There should be a pad lock symbol somewhere which you can click on to see the security information
[image: image7.png]



Also the following are important
☆ Avoid using a public computer, Internet Cafe etc., to send banking information.
☆ Make sure no one can see what you are typing!

★ Health & Safety

These two points are often grouped together which causes some students to lose marks in their exams by using examples from health problems when they should be writing about safety or vice versa!
☆ Health issues include the following key points...
☆ Repetitive Strain Injury, RSI
☆ Eye strain
☆ Back Injuries

Prevention of these problems

Repetitive Strain Injury
The human body is not designed to perform the same actions repeatedly for long periods of time without rest. Unfortunately jobs involving activities like typing can be done without rest as they are not physically demanding and this can lead to injuries that are hard to treat. The standard one to know, for activities like typing, is called Carpal Tunnel Syndrome which can prevent a person from working if their job involves typing.

Carpel Tunnel Syndrome
you can move your fingers because of the tendons that connect the muscles in the forearm to each finger. These tendons pass through the wrist in a small gap called the Carpal Tunnel. A nerve, the Median nerve, also passes through this gap and this lets you feel with your hand and fingers. Excessive typing, or similar, can cause the tendons to swell due to irritation. The swollen tendons press against the nerve causing numbness, tingling and pain which gets even worse if the person continues to perform the same action.

Eye Strain
Eyestrain occurs when your eyes get tired from intense use, such as driving a car for extended periods, reading or working at the computer.

Back Injuries
sitting at a computer for long periods of time often results in poor posture. If you think about your back as you look at this site, is it straight? or have you slouched causing your spine to curve?
Too much time with your spine bent like that will weaken muscles and lead to back strain.

Prevention of this issue can be summed up in tow simple points...
☆ Take regular breaks
☆ Ergonomic working environment

Breaks
Even if you don't feel any symptoms you should take a break every so often and do something completely different.

Ergonomics
Ergonomics is about the design of the working environment and tool to reduce the chances of strain or injury

There are lots of site offering detailed advice on ergonomics, see the links page for this section for detailed advice.

★ Safety Issues

ミ Safety refers to ideas like
ミ Cables correctly placed to prevent a tripping hazard
ミ Liquids placed so that they could easily spill over electronic equipment
ミ adequate lighting and ventilation of working areas

You should be prepared to think of some appropriate safety issues/problems for a given examination question, use your common sense.

SECTION 7 ♣ the ways in which IT is used

Information technology is part of the world in which we live. You experience the effects of IT in many different ways including...
Communication
Data-handling
Measurement
Control
Modeling

Many industries rely, heavily, upon IT to operate effectively. There are cannot be many examples, these days, of companies that have no IT in their. Examples of IT usage in industry include...
Publicity
Manufacturing
Finance
Education
Travel & Leisure
Banking
Medicine
Libraries
Expert Systems
Retail
SECTION 8 ♣ system analysis and design
Feasibility study 
During this stage, the company has to decide firstly whether there is a need for the system and secondly, if there is a need, can the cost of the system be justified against the benefits that it will bring.

Consider three imaginary (very brief!) alternatives that a company could choose from:

a) Company does not change anything

Benefit: No disruption to the business, least cost.

Performance: No change, system remains outdated.  Process becomes increasingly less efficient.

b) Company makes alterations to half the system

Benefit: Best parts of the system are kept, whilst the least efficient parts are redesigned to improve performance.

Cost: Moderate, training moderate. 

Performance improvement: 30%

c) Complete overhaul

Benefit: Reduces running costs for the company (more profitable).

Cost: High, given that new equipment / software will be required.  Training for staff needed.

Performance: 70% improvement over the old system in time.

As you can see, deciding on the best alternative is often not simple - management have to take many factors into account. There are often complicated relationships between cost, performance and benefit.

Investigation 
The management have taken the decision to proceed with the project. 

The next stage is called the 'Investigation and Analysis' phase. 

First you investigate how the old system works and the problem(s) it is causing and then you analyse it to see how you can solve these problems.

During the investigation, you would use a variety of techniques to find out about how the current system works in great detail: 

- Questionnaires

- Interviews

- Observing people doing their job

- Following a paper trail through the system - finding out what happens to a document at each stage.
- System diagrams: These show the relationships between the various systems in the company (or even outside if relevant) - how they interact, what depends on what and so on.

- Data Flow Diagrams: Most systems deal with information in one way or another. What really matters is how the information flows through the system. 

- Process diagrams: People handle information in a specific way - they have a 'process'. For example, an employee makes an expense claim. First of all their manager counter-signs the claim. It then goes to the account manager who authorizes payment and so on. 

A process diagram will try to show these processes in action. 

Analysis 
The second stage of the 'investigation and analysis' stage is the analysis.

Once the investigation has been completed you will have a pretty good idea what is causing the problems with the current system and what the improved system should be able to do.

The analysis phase is where you look at alternative solutions which could be used to solve the problems.

Some of the solutions could include:

- adapt the current system. There are bound to be bits that are good with it so perhaps keep those and look at changing the things which aren't working

- buy an 'off-the-shelf' solution. Perhaps use it as it comes or pay to have parts of it adapted to suit your company

- create a bespoke system which will fit the company needs exactly. This is the most expensive solution.

Design 
Now that the business analyst has a clear idea of how the system should work, this next phase is when the system is designed. 

Here are some of the decisions that are taken during the design phase:

The screen layout is designed

The error messages are written

The way that you will navigate from one page to another is defined

The menu buttons are chosen

The font style, size and color are picked

How data will be dealt with is specified 

What documents can be printed out

The hardware will be needed


- It is during this phase that the requirements specification and the systems specification are written.

The requirements specification details how the system will work, how data will flow through it and what it will look like to the user.

The system specification details the hardware and software that will be needed to run the system.

Development
This phase is where the system starts to be written by the software programmers. They follow the requirements specification from the design stage and start to create the new system.

The main things that take place during this phase are:

The programmers write and test the code for the system

A team ensure that the hardware and software required to run the new system are purchased and in place.

A team of testers are assembled in readiness to test the new system. They start to write a test plan which details all of the tests that they will carry out.

Testing 
Once the system has been coded, it needs to be thoroughly tested by a team of testers.

A test plan will have been written whilst the system is being developed. 

The test plan will contain details of every single thing which needs to be tested. For example:

- The system opens and closes properly

- Work can be saved

- Work can be printed

- Data is saved to the correct place

- When you do something wrong, an error message appears

- Data which isn't allowed will be rejected e.g. if you are not allowed to enter an amount above £1,000 on the system then a value of 1,001 will not be allowed.

Implementation
The system has now been tested and everyone is happy that it is working correctly. It now needs to be installed so that staff can use it. There are three different ways that you can implement (install) a new system:

1) Switch off the old system and switch on the new.

Of course, this is the simplest scenario!  All the workers are waiting for the fabulous new system to come 'on -line' but as the minutes tick by,  a new customer has just ordered a holiday / medical operation / flight / mortgage.

How do you deal with these last-minute (but vital) clients?

Answer: You must deal with last minute changes and accept that there may be some upheaval and mistakes made in the short term.

2) You run the old and new system in parallel for a time.

A popular method compared to the switch off / switch on approach. After all, the customer does not care what your IT system is made up of - they are only (rightly) concerned with their holiday / medical operation / mortgage etc being booked correctly.

And so,  a popular method is to allow the old system to run alongside the new one. Then in the quiet period (say overnight) , the new system absorbs all the old system's information. By the next morning, the system is fully loaded and ready to go.

3) You run only part of the new system

This can be done by introducing the whole system to just a couple of branches and checking how it works and quickly fixing any bugs that are found. Once things are running smoothly the system will be introduced to the rest of the company.

Or it could be that just parts (modules) of the system are introduced at a time. As they are found to work, further parts are released. 

Evaluation
Now that the system is up and running for real, it is important to evaluate it.

It is at this point two key questions are considered: 

Does the finished system do what it is supposed to?
Does it solve the problem that was found in the first place?
These questions are answered by considering details written down in the original Requirements Specification and comparing it to the performance of the new system. 

For example:

Requirements specification states that the system should be able read the data file in less than 3 seconds.  

Question: Does the system meet this specification?

Answer: Yes, the data file is read in 2.8 seconds.

In a complicated project, there may be hundreds of requirements specified.  It could take many weeks to complete the evaluation phase.

The project manager has to review whether or not the project has been completed successfully.

If a company follows all of these stages in the correct order, then their new system should be successful and worth the investment of time and money.
-------------------------------------------------------------------------------------------------------------------------

♣Other Notes♣ advantages and Disadvantages
★ Validation 

When you are entering data into a database or spreadsheet, it is vital that the data is as accurate as possible. 
You have probably heard the term Garbage In, Garbage Out (GIGO).  Basically it means, if you put data into your database with lots of mistakes and errors, then when you need to search for some data, the results that you get back will contain lots of mistakes and errors i.e. rubbish!
Validation techniques can be used to try to reduce the number of errors in the data being entered.
The validation is performed by the computer at the point when you enter data.  It checks the data against the set of validation rules which you set up when developing your new database or spreadsheet system.

DEFINITION: Validation aims to make sure that data is sensible, reasonable and allowable.

It is critical that you understand what this definition means and can repeat it when asked in an examination question.  
Students regularly say in exam answers that ‘validation checks that the data is correct’.  It does NOT!!  If you enter ‘Smithe’ instead of ‘Smith’ or ‘07/08/07’ instead of ‘08/07/07’ no amount of validation in the world will pick up that human error.
So while validation can help to reduce the number of errors when entering data, it cannot stop them – be very clear about that.

Types of Validation 

	Type Check

Example :
 2, 3, 4
14/05/07

	Sometimes you only want data of a certain type entered into a field.  
For example, in a clothes shop, dress sizes may range from 8 to 18.  A number data type would be a suitable choice for this data.  By setting the data type as number, only numbers could be entered and you would prevent anyone trying to enter ‘ten’ or ‘ten and a half’.
Some data types can perform an extra type check.  For example, a date data type will ensure that a date you have entered can actually exist e.g. it would not allow you to enter the date 31/02/07.

	Range Check

>=10 AND <=50
 >=18
	A shop may only sell items between the price of £10.00 and £50.00. To stop mistakes being made, a range check can be set up to stop £500.00 being entered by accident.
Another example might be that a social club may not want people below the age of 18 to be able to join.
Notice the use of math’s symbols:
> 'greater than'
< 'less than' 
= equals


	Presence check
School database: Emergency contact number
DVLA database: Date test passed
Electoral database: Date of birth
Vet's database: Type of pet
	There might be an important piece of data that you want to make sure is always stored.
For example, a school will always want to know an emergency contact number, a video rental store might always want to know a customer's address, a wedding dress shop might always want a record of the brides wedding date. A presence check makes sure that a critical field cannot be left blank, it must be filled in.

	Picture or format check
Postcode: CV43 9PB
Telephone number (01926) 615432


	Some things are always entered in the same format.
Think about postcode, it always has a letter, letter, number, number, number, letter and letter e.g. CV43 9PB. There may be the odd occasion where it differs slightly e.g. a Birmingham postcode B19 8WR, but the letters and numbers are still in the same order.
A picture or format check can be set up to make sure that you can only put letters where letters should be and numbers where numbers should be.



	Check Digit
ISBN 1 84146 201 2
	This is used when you want to be sure that a range of numbers has been entered correctly for example a barcode or an ISBN number:
ISBN 1 84146 201 2
The check digit is the final number in the sequence, so in this example it is the final ‘2’.
The computer will perform a complex calculation on all of the numbers and then compare the answer to the check digit.  If both match, it means the data was entered correctly.  




★ Verification 

It was mentioned earlier that validation cannot make sure data that you enter is correct, it can only check that it is sensible, reasonable and allowable. However, it is important that the data in your database is as accurate as possible. 

Verification can be used to help make sure that the data in your database contains as few mistakes as possible. 

DEFINITION: Verification means to check the data that you have entered against the original source data.  

It can be done in a number of ways:

Entering the data twice.
Think about when you choose a new password, you have to type it in twice. This lets the computer check if you have typed it exactly the same both times and not made a mistake.  It verifies that the first version is correct by matching it against the second version.
Whilst this can help to identify many mistakes, it is not ideal for large amounts of data.  

It would take a person a lot of time to enter the data twice. 

They could enter the same mistake twice and so it wouldn’t get picked up.  

You would end up with two copies of the data.

Checking the data on the screen against the original paper document
this saves having to enter the data twice.  It can help pick up errors where data has been entered incorrectly or transposed.  However, it isn’t always that easy to keep moving your eyes back and forth between a monitor and a paper copy.

Printing out a copy of the data and comparing the printout to the original paper document.
This is probably the easiest of the verification methods because you can have both copies side by side and scan both for mistakes. However, it can be time consuming if there is a large amount of data to check and if you do it too quickly, mistakes could be overlooked.
★Online banking: Advantages to the bank 

There are many advantages for the banks that run an online 'branch'. 

- It allows customers to access their accounts 24 hours a day without having to have branches open. 

- The customers do all of the work themselves so staff numbers can be reduced. 

- Traditional banks are very expensive to run, high street rental for a branch costs hundreds of thousands of pounds per year. On top of that are staff costs, insurance, heating and lighting costs. It has been estimated that banks can save around 50% on the cost of transactions through the use of on-line banking.

- Banks can attract new customers to their online business for a fraction of the cost it takes to get one through the door of a high street branch. 

- Because of the lower operating costs, internet banks can offer very attractive incentives. They often have higher rates of interest for savers and lower rates of interest for borrowers. 

- An advertisement in a Sunday newspaper about a new internet account can generate over 200,000 visits to the website in a day. A traditional bank could never cope with this amount of customers in a day.

★Online banking: Advantages to the customer 

There are many advantages to customers who use an online banking service. 

- You can do almost everything from the comfort of your own home 

- You can bank at a time convenient to you, 24 hours a day, 7 days a week 

- You don't need to queue up in a branch to be served. 

- You don't need transport or have to waste time driving to the bank and trying to find a parking place

- You can get instant statements for your account(s). 

- The savings rate offered are often better than the High Street as online Banks pass on their cost savings. 

- It is easy to compare deals between banks and special offers 

- You can apply for a loan or a mortgage directly from the web site and get an answer very quickly. 

★Online banking: Disadvantages for the bank 

Although there are many benefits to the Bank running an online service, there are some downsides as well. 

- Fraud is expensive. Banks lose a lot of money from fraud and online crime.

- There is a need to be always one step ahead of criminals so investment must be made in coming up with new ways to keep customer accounts secure. 

- Less Customer contact and so it is harder to build personal relationships with their customers 

- It is harder to sell other services to customers that may be on offer. When you see a customer in person, you can say, 'have you thought about this insurance / bank loan / service?' 

- Banks have to employ specialist web developers and expensive computers to run the site. 

- If the web site goes down then customers cannot access their accounts. 

Disadvantages for customers 

Although there are many benefits in having an online Bank. There are some downsides to the customer as well compared to a High Street Branch 

- Security worries what if someone gets your bank details and withdraws your money? 

- Customers like to see who they are dealing with. When you go to a high street bank you will be greeted by friendly, well-trained staff. There is no such personal contact when you only use the online service. 

- If there are problems to sort out, then it is much easier to explain the problem face to face rather than having to use email or telephone 

- You can't easily deposit cheques or cash. You will need to visit the branch or send by post. 

♣ COMMUNICATION  ♣
Advantages of telephones 

- You get immediate feedback to things you say

- The conversation is relatively private between you and the caller - although others might be able to hear what you are saying.

- You can call someone anywhere on the planet

- Calls can be made 24 hours a day, 7 days a week

- Internal calls within a business are usually free of charge

- Most people have a telephone. No specialist equipment is needed.

- If there is an answer phone, you can leave a message if the person isn't available to take your call.

- If you don't know the telephone number you need there are plenty of services which will help you get the number (although they can be quite expensive). 

Disadvantages of telephones 
- The person must be available to take your telephone call

- The line might be engaged when you call so you can't speak to the person when you want.

- You have to pay for every minute you spend on the call. In the case of mobile or overseas calls, that can be expensive. 

- There might be noise or interference so the quality of the call could be poor. 

- With mobile calls you might move out of the range of a transmitter and so the call gets cut off. 

- You cannot see each other's body language so a lot of the non verbal communication is lost

- It is not easy to make a record of what is said during the call. Things might be forgotten or mis-interpreted. 

- Only spoken information can be exchanged - you can't send files 

Advantages of faxes 
- Faxes are a fairly inexpensive method of sending a message - just the cost of a telephone call.

- They are simple to use and require very little training

- They allow exact copies of hand written information or images to be transmitted without having to prepare it in any special way. 

- As long as the fax machine is switched on, messages can be received at any time day or night. 

- They don't need any specialist installation or cabling as they make use of the existing telephone line
 

Disadvantages of faxes 
- If the fax is using the same number as the telephone then it can prevent callers from getting through or calls being made.

- There is no immediate response or feedback from the recipient like there is with a telephone conversation

- You might dial the wrong number and send your document to someone else

- If the receiving machine is busy, your Fax will not be delivered.
- If the receiving machine is out of paper you will think that you sent your fax but it won't actually be printed

- It can take a long time to transmit if you have many sheets of paper

- The quality of the document which is received is often poor quality and might have some loss of detail. 

Advantages of email 
- Sending an email to someone is very easy, people need little training to learn how to do this

- Emails are free to send -so long as you have an email account and a connection to the Internet. 

- Emails are usually received fairly quickly, most of the time a couple of seconds after they are sent

- People don't have to be present to receive the email

- Emails can be sent any time of the day or night, 365 days a year 

- Files and images can be attached to an email

- Multiple copies of a message can be sent to a group of people

- A carbon copy of an email can be sent to other people

- You can request proof of receipt or proof of the email being opened

- Messages can be prepared in advance and saved until you are ready to send them. 
- Messages can be encrypted making it possible to send confidential information 

Disadvantages of email 
- Both you and the person receiving the email must have an email address and access to a computer and the Internet

- If you don't know the email address of the other person then you can't send them a message 
- Some people change their email addresses fairly often as they switch ISPs or jobs

- Spam is a big problem; up to two-thirds of mails sent are spam

- People can waste company time at work by sending emails to friends instead of working

- When you are on holiday, your email box can become full and extra messages might not get stored

- You may have to wait a long time to get a reply. 

- Email attachments can contain viruses

- Some companies won't allow email attachments to be received

- There are a lot of email scams and it is easy to get fooled by the
Video and Teleconferencing
Teleconferencing allows people in different locations to talk to each other as a group. This is also known as an Audio-conference or simply a 'Conference Call' it works by each person 'logging on' to the conference call. When you switch on your conference call device and enter your user ID number, an automatic voice saying something like "Mr. Jones has joined the conference" is broadcast. Everyone says hello and carries on with the meeting. 
Video conferencing is similar to teleconferencing except that people in the meeting can now see one another because video cameras are used to send live images over telephone lines.
Advantages of video conferencing 
- There is no need to spend time and money traveling to meetings
- You can have a 'meeting' with people from many different offices /countries without any of them having to travel
- You can see people as well as hear them. This means you can see their body language which you can't do with a telephone call.
- You can all view a document on the screen at the same time. People can work together and add their ideas. The document can be emailed to all of the people at the meeting later on. 

- Ideas and knowledge can be communicated between all those at the meeting very quickly and responses gathered. Video conferencing is good for 'brainstorming'.

Disadvantages of video conferencing 
- Everyone who is going to 'attend' the meeting needs access to suitable hardware and software. This can be expensive and can take a while to set up.
- A very reliable, fast data link is needed. Many companies hire a connection specifically to allow video conferences to take place

- Even with a fast connection, there might be a slight delay between responses. 

- If the hardware breaks down for any of the participants, they cannot 'attend' the meeting

- People could be in different time zones around the world. This might mean that some people have to stay up through the night in order to 'attend' the meeting.

- The video camera might not be able to see all parts of the room at the same time. Some people might not be easy to 'see' at the meeting.

- There is no substitute for a face-to-face meeting. 
★ Viruses

Another way is to load an infected file into your computer from some kind of storage device

Floppy disk

Memory stick

CDROM 

DVD

-There are a number of anti-virus programs available for wiping out viruses for example Norton, McAfee and Sophos. However, there is a small disadvantage to using anti-virus software.  Installing new software can become very awkward as the anti-virus software 'thinks' that there is a virus at large as the new software installs itself into various directories and system areas.  This is why installation routines often advise that anti-virus software be switched off during installation.

Preventing infection 
Viruses can be prevented by taking sensible precautions including:

- Using anti-virus software to scan your system daily or weekly

- Scanning all incoming e-mails

- Not opening attachments from people that you don't know (or attachments which look suspicious) 

- Unless you are using a reputable site, not clicking on web site offers which look too good to be true, for example 'download this amazing game for free' 

- Use special filtering software to prevent automatic downloads of computer programs 

- Not allowing people to load applications or use floppy disks/memory sticks on your system

- Not using software that has been copied 

- Backing up your system regularly so you can recover your data with clean copies 
★ ICT and Supermarkets
Barcodes 
Almost every item that you purchase in a shop has a barcode on it. These look like a series of thick and thin black lines with a series of numbers below.  

Once the barcode is scanned using a barcode reader, the database can find the product details that the barcode relates to. Each type of product will have its own barcode, for example small cans of baked beans will have one barcode, and medium cans another and large cans another. These will differ from the barcodes on cans of spaghetti and ravioli. 

The barcode contains data about the type of product, size, manufacturer and the country of origin. 

It also contains a check digit, so that the computer can validate that the data has been read in correctly. 

The barcode does not contain price. The price is held in the database instead. This makes it easy to change if there are special offers or prices go up. Imagine if the price was part of the barcode. Every time the price changed, you would have to replace all of the packaging. 

Once the barcode has been recognized by the database and the price found, the data is sent from the central computer to the till (Electronic Point of Sale - EPOS). 

Stock control
after the item has been scanned; the barcode is passed to the stock database in the central computer. 

One of the fields in the database contains the amount of stock of that particular item which is currently in the supermarket. 

Each time the barcode is scanned, the computer reduces the level of stock for that product by one.

When stocks fall to a certain level, called the re-order level, an order for more stock is automatically sent to the warehouse. The items will be delivered by lorry the next day. 

This system gives the manager an accurate and up-to-date record of the current stock levels at any time.

It also enables them to keep a close eye on what is and isn't selling.  This means that they can hold stocks at the right level, and order their delivery just in time.

The stock level isn't always 100% accurate. If a customer steals an item then it won't get scanned and the stock control system will still think the item is in the store. A cashier might accidentally scan an item twice or not scan one at all. That would also result in the numbers in the database being incorrect. 

EPOS (Electronic Point Of Sale)
the EPOS system is a computerized stock control system employed by shops and supermarkets. The system works by a laser at the check out scanning a products barcode. A computer database then compares the barcode to the correct item of stock and then the record of stock level decreases by one. Once the stock reaches a preset “reorder”   value a message is sent to the supplier requesting more stock. This reduces the time consuming stock control tasks of manually counting stock and also prevents shops carrying too much stock 

EFTPOS 
EPOS tills allow their customers to pay for their shopping using a debit or credit card instead of cash. (EPOS = Electronic Point Of Sale)

The money has to be taken electronically from the customer's bank account and paid to the supermarket's account. This process of moving money is called Electronic Funds Transfer at the Point of Sale or EFTPOS.

On the back of a debit card, you will see a black magnetic stripe. This contains the electronic details needed to allow money to be transferred from your account. The card is swiped through the magnetic reader on the till, which allows it to pick up the information. At that point, an automated request for approval is sent to the bank computer via the telephone network.

The bank computer checks that there is enough money in the account to complete the purchase
In order to improve security, the bank / credit card computer also checks to see if the card has been reported as stolen. It will also check for unusual spending behavior when using that particular card to spot possible fraudsters. For example, if that card is used 100% of the time in Leeds and now it is being used heavily in London, it may ask the customer to prove their identity at the shop.

If everything is fine, a message is sent back to the EPOS unit to authorize the purchase and funds are transferred from your account to the merchant account.

The supermarket needs to be sure that the card does belong to the customer and the customer wants to be sure that no one else is using their card. So in order to authorize the money being taken from the card, the customer has to enter a four digit code. This system is called 'Chip and PIN'.

ICT and customers 
Customers have benefited enormously from the integration of ICT into the modern supermarket. Some of the benefits are:

- The customer doesn't need to carry cash with them, they can pay for everything electronically

- There is less chance of being wrongly charged or given the incorrect change as the till calculates this for the cashier

- An itemized receipt is given so it is easy to check that you have been charged correctly for your purchases

- Queuing times at the checkouts are reduced as it is faster to scan items than to find the price and type it into the till

- Because of the stock control systems, most goods will be in stock for the customer

- Customers have a choice whether to visit the shop or purchase using the internet. 

ICT and the supermarket 
The use of ICT in supermarkets has brought about many benefits for the company.  Some of them are listed below:

- There is much less chance of human error because the till calculates the total amount due and also calculates the amount of change to be given

- Cash is rarely used to pay for items so this reduces the opportunity for theft

- Cashiers can process customers more quickly and keep queues down

- Special modeling software can be used to work out how many cashiers are needed on the tills at any given time. This cuts queues down but also means that cashiers aren't sat doing nothing 

-The price of an item can be altered in a matter of second simply by entering the new price in the database

- There is no need to pay staff to price goods or to order stock

- Goods are only ordered as needed so there is less chance of stock going out of date

- It is easy to analyze sales to find out which the best sellers are and which items are hardly selling 

- Previous trends can be analyzed. For example, if they know the temperature is going to be 25 degrees today they can run software that will tell them how many extra ice creams and barbeque items they are likely to sell 

- Loyalty card schemes make it easy to track customer purchases and spending habits 

- Technology can be used to maintain the correct temperatures in the shop and also for chiller cabinets 

In summary, ICT allows the company to understand their customers better, it allows for easier stock and money control as well as making it easy to try out new ideas and promotions.
ICT and supermarket employees 
When ICT was first introduced into supermarkets; there was a huge impact upon employees. 

No longer did items need to be individually priced.  This reduced the need for so many staff. 

Cashiers at the tills became 15% more efficient due to the increased speed of scanning rather than looking for the price and typing it in. However, they can be monitored to check how many items they are scanning per minute and mistakes are easy to spot. 

Fewer staff was needed and those that remained needed to be retrained to use the new technology.  There was often resistance at first due to fear of the computerized tills and worry about possible redundancy.
Although some staff lost their jobs, many new jobs were created. For example in larger stores a network technician may be needed to help look after the computers and data.

Risks of pirated software 
Besides being illegal, using pirated software is not a good idea because of the problems it can cause:

- There is no quality control. The software could contain a virus, trojan or key logger as a deliberate attempt to provide criminals with a 'back door' to your computer. 

- There will be no warranty or support if things go wrong - which they often do. 

- It may be missing important key functions which could make it less useful. Perhaps it doesn't save properly or maybe it is missing some font sets.

- Pirated software could possibly expire in the middle of a project leaving you stranded and unable to get hold of your work or continue doing more.

- If caught, you could end up in court with a large fine and possible prison sentence. 

Copy protection 
Hundreds of different methods have been tried to prevent illegal copying. There is no perfect solution, as some methods are more expensive than others.

- 'Serial number' needed, usually only printed on the original package. The most common method of software protection, but simple to overcome with 'legal' serial numbers 

- 'Activation code' needed, you have to go on a web site to get a registered code. Now becoming very popular with companies, as you often have to provide personal information as well.

- 'Dongles', these are bits of hardware that must be fitted to the computer to allow the software to run. Only practical on the most expensive software costing thousands of pounds.

- 'Region coding' - you can only play disks bought in certain countries. Region codes are very popular with Hollywood companies, who want to control how their DVD films are sold around the world.

These technology methods are only of limited use as they can all be overcome. 

The only truly effective way of preventing software piracy is to educate people that it is wrong and harmful to do so. 

But saving money is always tempting, and so laws have been created to make it not worth the risk of getting caught. This is especially true for businesses who do not want to harm their reputations and good name.

 Licenses 
When you purchase a piece of software you don't actually own the software. What you are buying is a licence to be able to use the software.

You are able to load your software onto your machine at home and use it for as long as you like. You are not however, allowed to take it to your mates and load it onto his computer - he doesn't have a licence to use it.

 

	Software Licenses 

	Type of license 
	How many people it covers 

	Single User License 
	The software can be loaded onto just one machine. Only one person can use the software at a time. However, if that person stops using the machine then someone else can log on and use the software. 

	Multi User License 
	Multi-user licenses are bought for a certain number of users e.g. 20. So at any one time, up to 20 people on the network can use the software. The 21st person cannot use the software until one person logs off or shuts it down. 

	Site License 
	A site license allows everyone on that site or in an office to use the software. It can be loaded onto every machine and anyone on the site can use it. Sometimes a site license covers loading the software onto staff laptops so that they can use it whilst on the move. It might even cover staff to have a copy of the software at home, but that is dependent on the terms of the site license. You shouldn't just assume that you can do this. 


Legislation 
The Copyright, Designs and Patents Act (1988) covers the issue of software piracy. 

This Act is straightforward and simple to understand.  It essentially covers three main things:

1. It is illegal to copy software without the permission of the rightful owner. Even if you have a license for the software, you are not the 'rightful owner’; you just have permission to use your copy.

2. It is illegal to actually run copied (pirated) software. 

3. It is illegal to transmit copied software over a telecommunications line. 

You do not have to have a disk or CD to pirate software. Copying through the internet or telephone line is also illegal, as is going to the cinema and recording the latest film on video.

E-commerce 
what do you need? 
When a business wants to sell using ecommerce they will need: 

A domain name e.g. Amazon.co.uk

A website or webshop with all of their products displayed

A secure way of taking payment from their customers

An automatic way of sending an order confirmation by email 

A way of sending orders to the customers

 

When a customer wants to buy products using ecommerce they will need:

A computer 

Access to the Internet

Find the website / web shop they are interested in

Choose the item they want to buy

Add it to the 'shopping cart'

Continue shopping or proceed to the 'checkout'

Enter their personal details such as name, address and account number

Enter their payment method e.g. credit card, paypal, cheque

Confirm their order

Wait for their item to arrive 

Advantages for customers 
- You can shop any time, night or day, 365 days a year

- There is no need to travel - saving time and money spent on fuel

- You can shop from the comfort of your own home

- You can buy from shops that you wouldn't have access to normally e.g. in other countries

- You can easily compare prices between different shops

- There are no heavy bags to carry

- There are no crowds to deal with

- It can mean that the elderly, the disabled and mothers with young children are able to purchase with ease.

- You can often get discounts on prices when compared to normal shop prices 

Disadvantages for customers 
- Security concerns with personal and credit card details

- You can't check the quality when purchasing like you could in a shop

- Things might look different online to what you get e.g. slightly different colours

- The shop might not send exactly what you ordered, you might get a substitute

- You need to be at home to receive large or valuable parcels

- If the item doesn't arrive, you might still get charged for it.

- It can be expensive to return goods

- The item might get damaged in the post and you would have to arrange a replacement 
- Loss of social contact and the 'buzz' of shopping with friends 

Advantages for businesses 
-Don't need expensive shop premises perhaps in a high street

- Don't have to pay so many costs from running a shop such as insurance, electricity 

- Usually need less staff with an online business than compared to a shop so large savings

- Customers from all over the world can access your products

- Customers often impulse buy when online or add extra items

- Can easily keep track of competitors and quickly change prices to match 

Disadvantages for businesses
- Need to pay a lot of money to have a professionally designed website developed

- Need staff with expertise to keep the website maintained

- If the website goes down then no one can purchase things

- No personal contact with customers so repeat orders might be harder to get

- A lot of online fraud, risk of losing money on sales 

Security measures 
Ecommerce involves money. And so there will be thieves around trying to take that money away! 

Laws have been created to try and safeguard your money and your rights for example the Data Protection Act and the Computer Misuse Act.

However, you need to be careful and make sure that if you want to buy things online that the site is reputable and has security measures in place.

Here are some of the things that you should be looking out for: 

Encryption

A good ecommerce site will be using Encryption to protect your information. 

Encryption means that personal details such as credit card numbers are scrambled by a secret code before they leave your computer. Only the shop computer can unscramble it. Anyone eavesdropping on the line will not be able to read the information.

Secure site 
A website using encryption has an URL that begins with HTTPS. 

Notice the extra 'S' on the end.

This site is using Encryption to protect you data. See the 'S' on the end of http.
There should also be a small Padlock icon on the bottom right of the browser. 

If you double-click on the padlock a pop-up box should confirm that this site is genuine.

Advantages of computerized information systems 
There are many advantages in using a computerized information management system:

- You can save space (which is expensive in rented offices and buildings) You can get rid of the filing cabinets that were used to store paper based copies of the information.

- Many people can access the information at the same time. With a paper-based system, only one person can be at the filing cabinet at any given time. Whereas with a computerized system, it is only limited by the number of computer terminals it is connected to.

- With a paper-based system, records can be lost or misfiled. This makes it difficult to find the information when it is needed. With a computerized information system, it is much less likely that records will be lost.

- It reduces the need to store multiple copies of the information. With the old paper based system, there would probably need to be more than one copy stored in different locations.

- The system can be used in conjunction with a Word Processor to create a mass mailing letter using mail merge or a spreadsheet to perform some analysis of the data.

- Data can be imported or exported depending on how the system is set up.

Disadvantages of a computerized information system 
As with anything IT, there are always some disadvantages:

- If there is a power failure, no one can use the information system.

- Staff will need training so that they know how to use the system. Most computerized systems look complicated and a bit baffling until you understand what to do.

- Security needs to be considered. It is important that unauthorized people cannot access the information.

- Hardware is expensive. The company will need to invest in terminals for all staff that need to access the information. They will also need to install a network if they don't already have one in operation.

- There is the ever present risk of hackers breaking into the system and getting hold of important information. There is also the risk of viruses infecting the system which could result in downtime whilst the virus is deleted. 
	Advantages to using the internet

	Each student who has access to a computer can use the same site
	Once the cost of the equipment and internet connection is paid, there is no further cost

	Information is often presented in a visually appealing way
	There may be interactive elements on the site such as quizzes

	Students can access the material outside school for homework
	Further research can be easily undertaken

	There are an increasing number of specialist educational websites for specific topics e.g. www.teach-ict.com
	 


	Disadvantages of using the Internet

	Not always factually accurate
	 
	Information can be biased

	Some sites may be outdated
	 
	Students may access inappropriate sites

	Information overload - can get millions of results from a search
	 
	Students can be easily distracted and stray off topic

	If the network is down, the material cannot be accessed
	 
	 


	Advantages of self learning packages
	Disadvantages of self learning packages

	No teacher needed
	No social interaction

	Students can work at their own pace
	Cannot ask questions of the teacher

	Students can revisit a section as many times as they need
	Cannot gain clarification if you do not understand a section

	Students do not feel embarrassed by getting things wrong in front of others
	Generally expensive

	Contain a wide range of multi-media materials
	Need self discipline to keep up to date with the course and do the work


 

